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Resolution No. (105) of 2025 

Concerning Procedures for Prohibiting and Combating Money Laundering, Terrorist Financing, 

Proliferation Financing, and Illicit Cross-Border Transport of Funds for Licensees Engaged in the Sale and 

Trade of Gold and Jewelry, and Auditing Accounts 

The Minister of Industry and Commerce, 

Having reviewed Decree-Law No. (4) of 2001 on Prohibiting and Combating Money Laundering and Terrorist 

Financing, and its amendments; 

And Commercial Companies Law issued by Decree-Law No. (21) of 2001, and its amendments; 

And the Central Bank of Bahrain and Financial Institutions Law issued by Law No. (64) of 2006, and its 

amendments; 

And Decree-Law No. (27) of 2015 concerning the Commercial Register, and its amendments; 

And Law No. (7) of 2017 ratifying the Arab Convention for Combating Money Laundering and Terrorist Financing; 

And the Electronic Transactions and Documents Law issued by Decree-Law No. (54) of 2018, amended by Law No. 

(29) of 2021; 

And Decree-Law No. (15) of 2021 concerning External Auditors; 

And Decree No. (50) of 2020 establishing and forming the Committee for Combating Extremism, Terrorism 

Financing, and Money Laundering, amended by Decree No. (58) of 2025; 

And Resolution No. (7) of 2001 concerning Institutional Obligations for Prohibiting and Combating Money 

Laundering; 

And Resolution No. (12) of 2021 concerning National Terrorist Lists and the implementation of resolutions issued 

by the UN Security Council under Chapter VII of the UN Charter concerning the prevention and suppression of 

terrorism, its financing, and the prevention, suppression, and halting of the proliferation of weapons of mass 

destruction and their financing; 

And Resolution No. (103) of 2021 concerning Procedures for Prohibiting and Combating Money Laundering, 

Terrorist Financing, and Illicit Cross-Border Transport of Funds for Licensees Engaged in the Sale and Trade of Gold 

and Jewelry, and Auditing Accounts, and Rules for Freezing and Unfreezing Funds, and Prohibiting Dealing with 

Individuals or Entities Listed on Terrorist Lists; 

And Resolution No. (120) of 2021 concerning Mechanisms for Reporting Information and Measures Taken, and 

Receiving Requests for Permission to Use Frozen Funds for Individuals Listed on Sanctions Lists and National 

Terrorist Lists, and Conditions and Procedures for Managing Such Funds; 

And Resolution No. (14) of 2023 concerning Mechanisms for Implementing Listing Decisions on National Terrorist 

Lists and UN Security Council Resolutions issued under Chapter VII of the UN Charter concerning the prevention 

and suppression of terrorism, its financing, and the prevention, suppression, and halting of the proliferation of 

weapons of mass destruction and their financing; 



 

 

 

And Resolution No. (148) of 2023 concerning the determination of the competencies of the Enforcement Unit in 

the application of the provisions of Decree-Law No. (4) of 2001 concerning the prohibition and combating of 

money laundering and terrorist financing; 

And based on the recommendation of the Undersecretary of the Ministry; 

And after coordination with the Enforcement Unit, 

Has resolved the following: 

Article (1) 

Definitions 

For the purpose of applying the provisions of this Resolution, the words and phrases contained herein shall have 

the same meanings as those in Decree-Law No. (4) of 2001 on Prohibiting and Combating Money Laundering 

and Terrorist Financing. The following words and phrases shall have the meanings specified next to each of them, 

unless the context requires otherwise: 

 
The Law: Decree-Law No. (4) of 2001 concerning the Prohibition and Combating of Money Laundering and 

Terrorist Financing. 

 

The Ministry: The Ministry concerned with trade affairs. 

 

The Competent Department of the Ministry: The department stipulated in Article (12) of this Resolution. 

 

The Committee: The Committee for Combating Extremism, Terrorism Financing, and Money Laundering  

established pursuant to Legislative Decree No. (50) of 2020. 

 
The Enforcement Unit: The National Financial Intelligence Center at the Ministry of Interior. 

The Subject Person: Any natural or legal person registered in the Commercial Register and licensed to engage in 

the activity of selling and trading gold and jewelry, or any natural or legal person licensed to practice the profession 

of auditing accounts and carrying out any of the specified activities, and is subject to the provisions of this 

Resolution in accordance with Article (2) thereof. 

Client: Any natural or legal person who deals or wishes to deal with the Subject Person. 

Compliance Officer: The person appointed by the Subject Person to monitor compliance with the requirements 

of relevant laws and resolutions. 

Deputy Compliance Officer: The person appointed by the Subject Person to act on behalf of the Compliance 

Officer in their absence. 



 

 

 

Suspicious Transaction: Any business relationship or occasional transaction related to the Subject Person's 

activities, suspected of being directly or indirectly related to the crimes stipulated in paragraph (2-1) of Article (2) 

of the Law, or transactions whose nature contradicts the client's activity. 

Attempted Transaction: The initiation or pursuit of any business relationship or standalone transaction related 

to the Subject Person's activities, regardless of its nature or amount, including examining goods, conducting 

negotiations regarding the business relationship or occasional transaction, or obtaining price quotes, and anything 

that may contribute to establishing a business relationship or occasional transaction.    

Business Relationship: Continuous arrangements between two or more parties, through which one party 

facilitates regular or recurring transactions for the benefit of the other party, or where the value of transactions is 

unknown at the time of contracting, requiring verification. 

 Occasional Transaction: Any transaction outside the scope of a business relationship. 

Ultimate Beneficiary: 

a- The client, if a natural person, is the actual beneficiary. 

b- In the context of legal persons, this includes all the following persons: 

1- The natural person who actually owns or controls the client. 

2- The natural person on whose behalf operations are conducted. 

3- The natural person who exercises effective and ultimate control over a legal person. 

 4- The beneficiary under an insurance policy. 

c- In the context of legal arrangements, the beneficial owner includes: 

1- The settlor. 

2- The trustee. 

3- The protector, if any. 

4- All beneficiaries, or where applicable, the class of beneficiaries and the purpose of the powers. 

5- Any other natural person exercising effective ultimate control over the arrangement. 

d- In the case of a legal arrangement similar to a trust, the beneficial owner refers to the natural person holding a 

position equivalent to those mentioned in paragraph (c) of this definition, and when the trustee and any other 

party to the legal arrangement is a legal person, the beneficial owner of that legal person must be identified. 

High-Risk Countries: Countries classified as high-risk by the Financial Action Task Force (FATF) or independently. 

Politically Exposed Persons (PEPs): Include all the following persons: 

1- Foreign individuals entrusted with or having previously held prominent public functions in their country or any 

other country, such as heads of state or government, senior politicians and high-ranking government officials, 

judicial or military officials, senior executives of state-owned corporations, senior officials of political parties, and 

individuals entrusted with or having previously managed international organizations or any prominent function 

therein. 



 

 

 

 
2- Domestic individuals entrusted with or having previously held prominent public functions in the country or any 

other country, such as senior politicians and high-ranking government officials, judicial or military officials, senior 

executives of state-owned corporations, senior officials of political parties, and individuals entrusted with or having 

previously managed international organizations or any prominent function therein. 

3- Senior management members such as directors, deputy directors, members of the board of directors, or 

equivalent functions in international organizations. 

4- Immediate family members of Politically Exposed Persons (PEPs), namely spouses, parents, children (sons and 

daughters), and siblings. 

5- Individuals associated with Politically Exposed Persons (PEPs), such as senior employees or individuals with joint 

ownership of a legal person, or a legal arrangement, or any close business relationship with a Politically Exposed 

Person (PEP), and individuals with sole beneficial ownership of a legal person or a legal arrangement established 

for the benefit of a Politically Exposed Person (PEP), but does not include employees of medium or lower ranks. 

 
Sanctions List: A list containing individuals and entities subject to specific financial sanctions in accordance with 

resolutions of the relevant authority in the UN Security Council and all identifying information pertaining to them 

and the reasons for their listing. 

 
National Terrorist Lists: Lists containing individuals and entities whose designation is subject to a resolution 

issued by the Council of Ministers. 

 
Freezing: Prohibiting the transfer, conversion, or disposal of any funds, other assets, or equipment owned or 

controlled by individuals or entities, in accordance with a resolution issued by the competent authorities or a court, 

or in accordance with a procedure initiated by the UN Security Council or its resolutions, for the duration of this 

resolution or procedure. The frozen funds, assets, or equipment remain the property of their owner and may be 

managed by others, or through other arrangements established by the person prior to implementation of the freeze. 

As part of enforcing the freeze, this measure may be used as safeguard against evasion 

 
Specified Activities: Auditing firm when carrying out on behalf of its clients any of the activities stipulated in item 

(3) of paragraph (Third) of the schedule of activities and sectors attached to the Law, within the limits permitted by 

applicable laws and regulations. 

 
Reasonable Measures: Measures proportionate to the risks of money laundering, terrorist financing, or 

proliferation financing. 

 
Without Delay: Taking necessary measures within less than (24) hours of the publication of a resolution by the 

UN Security Council or its sanctions committees, or national resolutions issued by the Council of Ministers, for the 

purpose of preventing the smuggling or dissipation of funds or other assets related to perpetrators of terrorist 

crimes, or financing their commission, or financing the proliferation of weapons of mass destruction. 

 

 



 

 

 

Article (2) 

Scope of Application 

The provisions of this Resolution shall apply to the activities of persons licensed to carry out the following activities, 

based on the risk-based approach adopted by the Competent Department of the Ministry: 

1- Sale and trade of gold and jewelry. 

2- Auditors when engaging in any of the specified activities. 

It shall also apply to their branches, subsidiaries, and majority-owned companies, whether operating in the 

Kingdom of Bahrain or abroad, in accordance with the risk-based approach. 

Article (3) 

Obligations for Licensees Engaged in the Sale and Trade of Gold and Jewelry  

a- Without prejudice to other laws and resolutions regulating the sale and trade of gold and jewelry, licensees 

engaged in the sale and trade of gold and jewelry shall comply with the following: 

1- Not to receive cash payments for any transaction with a value of three thousand Bahraini Dinars or more, or its 

equivalent in other currencies. 

2- Obtain a copy of the client's identity for any cash transaction exceeding two thousand Bahraini Dinars or its 

equivalent in other currencies. 

3- Maintain a record of transactions for a period of no less than five years after the completion of the transaction. 

4- Comply with all instructions and circulars issued by the Competent Department of the Ministry. 

b- Licensees engaged in the sale and trade of gold and jewelry shall issue a receipt that includes client details, 

including the client's name, phone number or email address, sale amount, description of the goods by type and 

quantity, date of sale, and any other data required by the Ministry. 

Article (4) 

Obligations for Auditors When Engaging in Any of the Specified Activities 

Auditors, when engaging in the specified activities, must comply with the following: 

1- Implement all procedures and controls stipulated in the Law and those established by the Ministry to ensure that 

no business relationship or occasional transaction related to their activities is exploited for the benefit of clients for 

money laundering, terrorist financing, or illicit cross-border transport of funds. 

2- Comply with all regulations, instructions, circulars, and guides issued by the competent department in the 

Ministry. 

3- Ensure that their overseas branches, subsidiaries, and majority-owned companies implement programs to 

combat money laundering and terrorist financing. These programs should include the following measures: 

a) Adopt policies and procedures for exchanging information required for customer due diligence and managing 

the risks of money laundering and terrorist financing. 

b) Provide information related to clients, accounts, and transactions from branches and subsidiaries to compliance, 

auditing, and anti-money laundering and terrorist financing functions at the group level, when necessary for 



 

 

 

combating money laundering and terrorist financing. Such information should be received by subsidiary branches 

from these functions at the group level in a manner consistent and proportionate with risk management. 

c) Provide sufficient guarantees for maintaining data confidentiality and the proper use of exchanged information, 

including guarantees against tipping off. 

4- Ensure that their overseas branches, subsidiaries, and majority-owned companies implement anti-money 

laundering and terrorist financing measures in accordance with the requirements imposed in the Kingdom of 

Bahrain when the minimum requirements for anti-money laundering and terrorist financing in the country where 

the branches, subsidiaries, or majority-owned companies are located are less stringent than those applied in the 

Kingdom, to the extent permitted by the laws and regulations of that country, as follows: 

a) If the country where the branches, subsidiaries, or majority-owned companies are located does not permit 

adequate implementation of specific anti-money laundering and terrorist financing measures that align with the 

procedures applied by the Kingdom, additional proportionate measures must be applied to manage the risks of 

money laundering and terrorist financing at the branches, subsidiaries, or majority-owned companies, and the 

Enforcement Unit and the Competent Department of the Ministry must be notified accordingly. 

b) If the additional measures are insufficient, other supervisory measures must be considered, including imposing 

additional controls and, where necessary, requiring them to cease their operations in the host country. 

5- Exercise special diligence in all types of business relationships and occasional transactions related to suspicious 

activities, and the background and purposes of such relationships and transactions must be examined. 

6- Implement programs to combat money laundering and terrorist financing, including due diligence procedures, 

taking into account the risks of money laundering and terrorist financing and the volume of business, such that the  

policies, procedures, and internal controls include the following: 

a) Arrangements for compliance management (including appointing a general compliance officer at the 

management level). 

b) Establishing examination procedures to ensure high competence standards when appointing employees. 

c) Establishing continuous training programs for employees. 

d) Establishing an independent audit unit to test the anti-money laundering and terrorist financing system. 

7- Establish effective and sufficient controls and procedures for the immediate application of UN Security Council 

and Council of Ministers resolutions concerning individuals and entities listed on National Sanctions Lists and 

Terrorist Lists. 

8- Establish and implement systems and procedures in accordance with the risk-based approach, apply the results 

of the national assessment risk report at the national level, reflect its results on internal operations and risk-based 

procedures, and update those procedures whenever the national assessment report is updated. 

9- Establish adequate internal control systems to obtain customer due diligence information from reliable and 

updated sources. 

10- Appoint a person to be generally responsible at the management level for all matters related to the application 

of the provisions of this Resolution and the circulars or instructions issued by the Ministry thereunder, provided 

that the level of appointment is no less than that of an owner, partner, or senior management official, as 

appropriate, and that the Competent Department of the Ministry approves this appointment. 

 
11- Establish internal procedures that enable the Compliance Officer or their Deputy - as appropriate - to 

implement their obligations stipulated in this Resolution. 



 

 

 

 
12- Submit audited financial reports annually to the Competent Department of the Ministry by no later than three 

months from the end of the financial year. 

 
13- Submit any documents, information, or reports specified by the Competent Department of the Ministry, 

whether specific or periodic, and deliver them electronically according to the required content. 

14- Identify and assess the risks of money laundering and terrorist financing that may arise in connection with the 

development of professional practices, including new means of providing services and those arising from the use 

of new or developing technologies. Conduct a risk assessment before launching or using practices or technologies, 

take appropriate measures to manage and mitigate those risks, and retain the results of that assessment for five 

years and make that information available to the Competent Department of the Ministry upon request. 

15- Identify the identity of the ultimate beneficiary and take reasonable measures to verify it using information or 

data obtained from a reliable source, confirming their identity as the ultimate beneficiary. 

16- Identify the purpose and nature of the business relationship to obtain information related to this purpose as 

appropriate. 

17- Identify the nature of the client's business and their ownership and control structure if they are a legal person 

or a legal arrangement. 

18- In case of clients who are legal persons, reasonable measures must be taken to verify the ultimate beneficiary's 

identity through the following information: 

a) The identity of the natural person and those who hold a controlling ownership interest of the legal person. 

b) If doubts arise after applying sub-paragraph (a) of this clause as to whether the person or persons with 

controlling ownership interests are the ultimate beneficiaries, or when no natural person exercises control through 

ownership interests, the auditor must request the identity of the natural persons – if any – who exercise control 

over the legal persons or legal arrangements through other means. 

c) In case the identity of any natural person cannot be identified under sub-paragraphs (a) and (b) of this clause, 

the identity of the relevant natural person holding a senior management position must be identified. 

19- For legal arrangement clients, reasonable measures must be taken to identify and verify the identity of the 

ultimate beneficiaries through the following information: 

a) Trusts: The identity of the settlor, trustee, or protector – as appropriate – and the beneficiaries or class of 

beneficiaries, and any natural person exercising effective and actual control over the trust, including through a 

chain of control or ownership, must be identified. 

b) Other types of legal arrangements: The identity of persons holding equivalent or similar positions must be 

identified. 

 
20- Verify the identity of the client and ultimate beneficiary before or during the establishment of a business 

relationship or the execution of transactions for occasional clients. If this is not possible, the verification process 

must be completed after the business relationship is executed, provided that it is: 

 
a) As soon as practically possible. 

b) Necessary not to interrupt the normal course of business. 

c) Effective management of money laundering and terrorist financing risks. 

 



 

 

 

21- Adopt risk management procedures concerning circumstances in which the client may benefit from the 

business relationship before verification. 

22- Apply due diligence procedures to existing clients on a risk-based and proportionate basis, and take due 

diligence measures for the existing business relationship at appropriate times, taking into account whether due 

diligence procedures were taken before and when they were taken, and the adequacy of the data obtained. 

23- Not to disclose the fact of filing a suspicious transaction report or any other relevant information to the  

Enforcement Unit. 

 

Article (5) 

Standard, Enhanced, and Simplified Customer Due Diligence Procedures 

The Subject Person must apply standard, enhanced, and simplified customer due diligence procedures as follows: 

Firstly: Customer Identification: 

a- Before establishing any business relationship or occasional transaction related to its activities, the Subject Person 

must verify the identity of the client and the ultimate beneficiary and must follow reasonable and sufficient 

measures to verify the source of funds by any available means of proof. 

b- The Subject Person must establish appropriate procedures that oblige every client wishing to establish a business 

relationship or occasional transaction related to its activities to prove their identity and the identity of the ultimate 

beneficiary and to provide sufficient evidence thereof. 

c- The Subject Person must not maintain anonymous accounts or accounts under fictitious names. 

d- It is prohibited to deal with individuals listed on Sanctions Lists or National Terrorist Lists. 

e- Auditors must verify the client's identity and determine it based on the following information: 

1- Full name, legal form, and incorporation documents. 

2- Systems and regulations governing the legal person or legal arrangement. 

3- Names of individuals holding senior management positions. 

4- Registered office address. 

Secondly: Standard Customer Due Diligence: 

a- The Subject Person, in addition to the general obligations stipulated in Articles (3) and (4) of this Resolution, 

must apply standard due diligence procedures in the following cases: 

1- If the client is a natural person and not a politically exposed person. 

2- If the client is a commercial company wholly owned by the state, or a financial institution licensed by the 

Central Bank of Bahrain. 

3- If the client is the ultimate beneficiary. 

4- If the Subject Person's activities required by the client do not fall within the scope of suspicious transactions or 

attempted transactions, and are not related to a high-risk country. 



 

 

 

 

b- When applying standard due diligence procedures, the Subject Person must require clients to attach documents 

proving the following data: 

1- Client data if a natural person, which includes: 

a) Name. 

b) A copy of the identity card or passport and the identity of the ultimate beneficiary. 

c) Date of commencement of the occasional transaction, its type, amount, currency, and details. 

d) In addition to the data mentioned above, when dealing with politically exposed persons, reasonable measures 

must be taken to verify the legitimacy of their source of funds by available means.' 

 
2- Client data if a legal person, which includes: 

a) Trade name. 

b) A copy of the registration or license certificate, as appropriate, indicating the registration or license number. 

c) Data of the person dealing on behalf of the client with a copy of the identity card or passport, and proof of their 

representation of the client. 

d) Date of commencement of the occasional transaction, its type, amount, currency, and details. 

e) A copy of the ultimate beneficiary's identity. 

c- The Subject Person must obtain new copies of the documents mentioned immediately upon any amendment to 

them when conducting any new transaction or completing an ongoing transaction. It is permissible to rely on 

electronic methods and means to receive identities, while applying all recommendations issued by the Financial 

Action Task Force (FATF) regarding digital identity, and to notify the Enforcement Unit and the Competent 

Department of the Ministry of any data suspected of being inaccurate. 

d- The Subject Person must audit transactions throughout the relationship period to ensure consistency of the 

transactions being carried out with what the institution knows about clients, their activity patterns, and the risks 

they represent, and if necessary, the source of funds. 

e- The Subject Person must ensure that the documents, data, or information obtained through due diligence 

procedures are continuously updated and relevant by reviewing existing records, especially for high-risk client 

categories. 

Thirdly: Cases Requiring Enhanced Due Diligence Procedures: 

The Subject Person must apply enhanced due diligence procedures and more effective measures towards clients 

in any of the following cases: 

1- If the client is a politically exposed person. 

2- If the client is not the ultimate beneficiary. 

3- If the services provided to the client are related to a country classified as high-risk or will be carried out there, or 

if the ultimate beneficiary resides in or is a national of such a country, or if the source of funds is from such 

countries or the funds themselves originate from them. 

4- In general, if the Subject Person determines that the occasional transaction requested by the client, or if it 

becomes clear through risk level assessment that it involves high risks or a high probability of money laundering, 

terrorist financing, or illicit cross-border transport of funds, even if none of clauses (1) to (3) of (Thirdly) of this 

Article are met. 



 

 

 

Fourthly: Rules for Applying Enhanced Due Diligence Procedures: 

 
In addition to the standard due diligence procedures stipulated in (Secondly) of this Article, the Subject Person, 

upon the occurrence of any of the cases specified in (Thirdly) of this Article, must apply the following enhanced 

due diligence procedures to the client, provided that the Compliance Officer or their Deputy is notified – as 

appropriate – immediately upon commencing their application: 

 

1- Obtain more information to identify the client and ultimate beneficiary. It is permissible to rely on electronic 

methods and means to receive identities, while applying all recommendations issued by the Financial Action Task 

Force (FATF) regarding digital identity (Digital Identity), and to notify the Enforcement Unit and the Competent 

Department of the Ministry of any data suspected of being inaccurate. 

2- Verify the suitability of the business relationship or occasional transaction related to the Subject Person's 

activities to the nature of the client's business before starting it. 

3- Verify, by available means, the source of funds and the purpose of the business relationship or occasional 

transaction related to the Subject Person's activities provided to the client, especially for politically exposed 

persons. 

4- Obtain approval from senior management before establishing or continuing business relationships for existing 

clients, especially for politically exposed persons. 

5- Conduct continuous enhanced monitoring of the business relationship for politically exposed persons. 

6- Request clarification of complex operations and their purpose when unclear. 

7- Any other procedures or more effective measures proportionate to the nature of the business relationship or 

occasional transaction related to the Subject Person's activities. 

Fifthly: Simplified Due Diligence: 

Subject to low-risk factors resulting from the national risk assessment and the Subject Person's own risk 

assessment, the Subject Person – in addition to the general obligations stipulated in Articles (3) and (4) of this 

Resolution – may apply simplified due diligence procedures to the client, provided there is no suspicion of money 

laundering or terrorist financing operations, or no high-risk cases exist. 

Sixthly: Exchange of Customer Due Diligence Information: 

 
The Subject Person may exchange customer due diligence information at the group level, provided confidentiality 

is maintained, and the Subject Person must notify the Competent Department of the Ministry of any information 

exchange. 

Seventhly: Delay in Completing Due Diligence Procedures: 

In cases where simplified or standard due diligence procedures are applied, the Subject Person may commence the 

execution of a transaction without completing all required procedures or documents, provided that they are 

completed within three business days and no completed work is handed over to the client until all procedures are  



 

 

 

completed and required documents are provided. 

 

Eighthly: Failure to Satisfactorily Complete Due Diligence Procedures : 

If the Subject Person is unable to comply with due diligence procedures for clients, they must do the following: 

1- Not commence business relationships or execute transactions, or terminate business relationships if they have 

already commenced. 

2- Consider the possibility of filing a suspicious transaction report concerning the client. 

 

Ninthly: If there are reasonable grounds to believe that applying due diligence procedures will alert the client or 

raise suspicions, the Subject Person may, in this case, refrain from applying due diligence procedures and must 

notify the Enforcement Unit and the Competent Department of the Ministry within a period not exceeding (24) 

hours from the occurrence of the incident. 

Article (6) 

Record Keeping Procedures 

a- The auditor subject to the resolution must establish a special electronic information record in which all 

information and documents related to the identity of clients, their representatives, and the ultimate beneficiary of 

the transaction are recorded, and in which any changes to the client's status are regularly documented. The auditor 

subject to the resolution must have a system and procedures that ensure these records are updated, and that the 

data and documents are sufficient to identify the transaction – whether individual or a series of transactions – from 

the initial documents until completion of the transaction. 

 
The auditor subject to the resolution must also retain the results obtained from suspicious transactions or 

attempted transactions, and make customer due diligence information and the results obtained and transaction 

records available to the Enforcement Unit and the Competent Department of the Ministry as per procedures. 

b- It is prohibited to destroy any records related to a business relationship or occasional transaction that is under 

investigation by the competent authorities without consulting the Enforcement Unit and the Competent 

Department of the Ministry. 

 
c- Without prejudice to the preceding paragraph, information and documents related to the identity of clients, their 

representatives, and their activities must be retained for a period of five years from the date of termination of the 

business relationship or occasional transaction. The Subject Person must also maintain a special record of 

suspicious transactions or attempted transactions that have been detected and reported, and this record must 

specifically include the type of transaction, date of reporting, client data, and the amount of the transaction. 

 



 

 

 

Article (7) 

Requirements for the Compliance Officer and their Deputy 

The Compliance Officer and their Deputy must meet the following requirements: 

1- Be proficient in reading, speaking, and writing both Arabic and English. 

2- Pass a specialized course in combating money laundering, terrorist financing, and illicit cross-border transport 

of funds as determined by the Ministry. 

Article (8) 

Appointment of Compliance Officer and their Deputy 

The auditor subject to the resolution must appoint a suitable person from their competent employees as a 

Compliance Officer and their Deputy – after obtaining the approval of the Competent Department of the Ministry 

– to monitor compliance with the requirements of this Resolution, as follows: 

 
1- Ensure that the Compliance Officer and their Deputy have independence and authority to access client 

information and all available data related to them and to do all that is necessary to apply the provisions of this 

Resolution. 

 
2- Ensure that the position of Compliance Officer or their Deputy is not vacant at any time and for any reason, and 

observe the regulation of leave and similar matters between the Compliance Officer and their Deputy in a manner 

that does not prejudice or affect their performance of duties. The Competent Department of the Ministry must be 

notified immediately upon the vacancy of the position and necessary measures must be taken to appoint a new 

person. 

 

 

 

Article (9) 

Annual Obligations of the Compliance Officer and their Deputy to the Auditor Subject to the Resolution 

The Compliance Officer or their Deputy shall annually perform the following to the auditor subject to the 

Resolution: 

 
1- Develop an internal policy and procedures manual, ensure the adequacy of internal controls, systems, and 

procedures for achieving the requirements and provisions of this Resolution, and periodically update internal 

policies and procedures whenever the Competent Department of the Ministry requests it. 

2- Verify that employees of the auditor subject to the Resolution receive continuous and appropriate training for 

performing their assigned duties in accordance with the provisions of this Resolution. 

3- Monitor the extent of compliance of the employees referred to in the preceding clause with the application of 

internal controls, systems, and procedures related to combating money laundering and terrorist financing. 



 

 

 

4- Monitor the extent of compliance of the auditor subject to the Resolution with establishing systems and 

procedures to ensure the updating of records, and the extent of applying these systems and procedures regularly. 

5- Ensure that the auditor subject to the Resolution has in place disciplinary systems and procedures that ensure 

compliance of its employees with the provisions of this Resolution and all instructions. 

6- Verify the adequacy of customer due diligence systems and procedures, and the reasonableness and credibility 

of customer information obtained to establish any business relationship or occasional transaction, including 

attempted transactions. 

7- If the Compliance Officer or their Deputy, during their verification of the matters mentioned in the preceding 

clauses, finds that the auditor subject to the Resolution has violated any of its obligations, they must notify the 

Competent Department of the Ministry. The Compliance Officer or their Deputy must also submit an annual report 

to the Competent Department of the Ministry containing the results of their verification of the matters mentioned 

in the said clauses. 

 

Article (10) 

Reporting Suspicious Transactions or Attempted Transactions 

a- The Compliance Officer or their Deputy, as appropriate, must notify the Enforcement Unit and the Competent 

Department of the Ministry immediately upon discovering suspicious transactions or attempted transactions, or 

upon receiving notification from the Subject Person, within a period not exceeding (24) hours from the date of 

discovery or notification of such incidents. 

b- The Compliance Officer or their Deputy, as appropriate, must submit a report – according to the form published 

on the Ministry's website – concerning suspicious transactions or attempted transactions based on the 

information, data, and records related to clients. The report must include a complete description of the transaction, 

its type, value, currency, date of execution, names of the parties involved, the reasons for considering the 

transaction suspicious or an attempted transaction, and all additional information that the Competent Department 

of the Ministry may request. The report shall be submitted electronically, and the Competent Department of the 

Ministry shall be notified thereof. 

c- In case the Compliance Officer or their Deputy, as appropriate, is notified of the existence of suspicions regarding 

a suspicious transaction or an attempted transaction, they must verify this based on the client's data, records, and 

information. If it is determined that the transaction is normal and not suspicious, the supporting reasons must be 

documented, and in this case, it is not necessary to prepare the report referred to in the preceding paragraph. 

d- The Compliance Officer or their Deputy, as appropriate, must notify the Competent Department of the Ministry 

if, at a later stage, the accuracy of the investigations related to the identity of the client and the related parties in the 

business relationship or occasional transaction related to the Subject Person's activities or attempted transactions 

is found to be inaccurate, and they must take necessary measures to fulfill the identity verification requirements 

and notify the Competent Department of the Ministry thereof. 

e- The Compliance Officer or their Deputy, as appropriate, must maintain a special record of suspicious transactions 

or attempted transactions that have been detected and reported. This record must specifically include the type of 



 

 

 

transaction, its amount, date of reporting, and client data, such that it provides a clear picture of these transactions 

and details of all measures taken regarding them. 

f- The reports referred to in paragraph (b) of this Article shall be submitted electronically, accompanied by identity 

documents of the parties related to the transaction and any relevant documents, to the Enforcement Unit and the 

Competent Department of the Ministry. These reports shall be retained for a period of no less than five years from 

the date of termination of any such transactions. 

Article (11) 

Obligations Related to Individuals or Entities Listed on Terrorist Lists 

a- Obligations Related to Freezing and Unfreezing: 

 
The Subject Person must freeze any funds or assets they hold that are related to or for the benefit of any individuals 

or entities whose names are listed on Sanctions Lists or National Terrorist Lists. A special record of such procedures 

must be maintained, and the Committee, the Enforcement Unit, and the Competent Department of the Ministry 

must be notified of the following details: 

 
1- Documentation of all measures and procedures taken when identifying funds or any business relationship or 

occasional transaction related to the Subject Person's activities that need to be frozen or unfrozen, and that are 

directly or indirectly related to individuals or entities listed on Sanctions Lists or National Terrorist Lists. 

2- A detailed statement including all frozen assets, with an indication of their nature, value, type, and whether the 

frozen funds require management or are of a special nature, immediately upon freezing. 

3- A detailed statement including all assets that have been unfrozen, with an indication of their original nature, 

value, type, and any resulting benefits or profits, and whether the unfrozen funds require management or are of a 

special nature. 

 
The Subject Person must comply with any instructions requested by the Competent Department of the Ministry 

related to freezing and unfreezing. 

 
b- Obligation to Report: 

The Compliance Officer or their Deputy, as appropriate, must notify the Committee and the Competent 

Department of the Ministry without delay from the date of publication of Sanctions Lists or National Terrorist Lists 

or any amendment thereto, of any business relationship or occasional transaction, regardless of its type, nature, or 

value, that the Subject Person has with any of the individuals or entities listed on those lists. Notification shall be 

made via email (unscr@moic.gov.bh), and all details stipulated in paragraph (a) of this Article must be attached to 

the notification. If no business relationship or occasional transaction exists, a response to that effect must be 

provided. 

It is also required to report any business relationship or occasional  transaction or attempted transaction that is 

directly or indirectly related to any of the individuals or entities listed on Sanctions Lists or National Terrorist Lists, 

following the same procedures. 

https://www.google.com/url?sa=E&q=mailto%3Aunscr%40moic.gov.bh


 

 

 

Article (12) 

Competent Department of the Ministry 

The Anti-Money Laundering Department at the Ministry shall be responsible for applying all the provisions of this 

Resolution and the obligations contained therein to establishments in a manner proportionate to the risks of each 

establishment. It shall have the following competencies and powers: 

1- Grant prior approval for the appointment of the Compliance Officer and their Deputy. The Competent 

Department of the Ministry may object to the appointment of any person as a Compliance Officer or their Deputy 

if it has reasons related to the person to be appointed. It also has the right to remove any of them from its records 

and request the appointment of another person if any of them fails to fulfill any of their obligations stipulated in 

this Resolution, without prejudice to referring any of them to the competent authority if there is suspicion of a 

criminal offense. 

2- Receive reports of suspicious transactions or attempted transactions, and any reports, data, or information in 

accordance with the provisions of this Resolution. 

3- Monitor and supervise the Subject Person in accordance with the risk-based approach in all tasks and areas 

related to combating money laundering, terrorist financing, and proliferation financing. 

4- Receive certified financial audit reports at the end of each calendar year from the Subject Persons and audit 

them. It may request any papers and documents it needs to verify the accuracy and integrity of those financial 

reports. 

 

Article (13) 

Notification and Confidentiality 

The Subject Person must not disclose any information to the client or any suspicions regarding suspicious 

transactions or attempted transactions, and must not inform them of any measures taken or to be taken under the 

provisions of the Law and resolutions issued for its implementation, except for its obligation to notify the client 

immediately after the completion of freezing or unfreezing procedures. 

Article (14) 

Exemption from Liability 

Without prejudice to the provisions of Article (5) of the Law, the Subject Person, the Compliance Officer, and their 

deputy shall not be held criminally, civilly, administrative, or disciplinary liable for performing their obligations  

stipulated in the provisions of this Resolution. 

 

Article (15) 

Penalties and Administrative Sanctions 



 

 

 

Without prejudice to the penalties stipulated in paragraph (3-6) of Article (3) of the Law, anyone who violates the 

provisions of this Resolution shall be punished with the administrative penalties stipulated in Article (2) thereof, 

repeated. 

Article (16) 

Repeal 

Resolution No. (103) of 2021 concerning Procedures for Prohibiting and Combating Money Laundering, Terrorist 

Financing, and Illicit Cross-Border Transport of Funds for Licensees Engaged in the Sale and Trade of Gold and 

Jewelry, and Auditing Accounts, and Rules for Freezing and Unfreezing Funds, and Prohibiting Dealing with 

Individuals or Entities Listed on Terrorist Lists, is hereby repealed. 

Article (17) 

Enforcement 

The Undersecretary of the Ministry shall implement the provisions of this Resolution, and it shall come into force 

from the day following the date of its publication in the Official Gazette. 

Issued on: 20 Jumada Al-Awwal 1447 AH 

Corresponding to: November 11, 2025 

Minister of Industry and Commerce 

Abdullah bin Adel Fakhro 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 



 

 

 

 


